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Cyber Operations & Defense 

443.395.8387

For Media Inquiries please contact the Public Affairs Officer (PAO) at 443.395.6489 

APEO Cyber Ops & Defense

 Threat Reporting

 System Security 

Classification Guides

 Cyber Security Incidents

 Cyber SA Strategy

 Cyber Damage 

Assessments

 Supply Chain Risk 

Management

 Program Protection Plan

 Acquisition (CCA, AIAS, 

ASR, ISP Reviews)

Cyber Operations 
& G2

Cyber Outreach 
& Technology

Cybersecurity & 
Compliance

CIO
(Acting)

Cyber Technical 
Management 

 Cyber Strategic 

Communications

 C3T / R&D Technology 

Gaps

 Academia  & Industry 

Cyber Liaison

 Cyber Workforce 

Development & 

Training/STEM/Cyber 

Cohort

 Cyber Data 

Analysis/Roadmap

 APG Cyber Liaison

 DAA Representative

 DIACAP/RMF

 POA&M Execution

 CCIR Support

 NIE 

 APMS

 Network / Lab IA 

Oversight & Support

 FISMA Compliance

 ISSP Program

 Waivers (O/S, PKI, 

HBSS, etc)

 AGM Trusted Agent

 IA Training/Certification

 Cyber Technical Lead

 Cyber Focal Team-

Secondary

 PEO SoS Engineering 

(Tier 2/3)

 CERDEC Collaborations

 Technical Capability 

Lead/Strategy to include:

Authentication / 

Tactical PKI

Cyber Situational 

Awareness

Network Security

Crypto Cyber / HAIPE

 SW Licensing

 IT Management

 IT & Data Policy

 NEC Liaison/Interface

 Liaison for PEO to 

ASA(ALT) & Other CIOs



CONNECTING OUR SOLDIERS

Cyber Ops Acronyms List

AIAS: Acquisition Information Assurance Strategy

AGM: Army Gold Master

APG: Aberdeen Proving Ground

APMS: Army Portfolio Management System 

ASA(ALT): Assistant Secretary of the Army for Acquisition, Logistics and 

Technology 

ASR: Alternative System Review

C3T: Command, Control and Communications

C4ISR: Command, Control, Communications, Computers, Intelligence, 

Surveillance and Reconnaissance

CCA: Clinger-Cohen Act

CERDEC: Communications-Electronics Research, Development and 

Engineering Center

CCIR: Commander’s Critical Information Report

CIO: Chief Information Officer

DAA: Direct Approving Authority

DEV: Development

DIACAP: DoD Information Assurance Certification and Accreditation 

Process

DoD: Department of Defense

FISMA: Federal Information Security Management Act of 2002

HAIPE: High Assurance Internet Protocol Encryptor 

HBSS: Host Based Security System

IA: Information Assurance

IAVA: Information Assurance Vulnerability Alerts

ISP: Information Support Plan

ISSP: Information Systems Security Program

IT: Information Technology 

MIRARS: Manpower Information Retrieval and Reporting System

NEC:  Network Enterprise Service Center

NIE: Network Integration Evaluation

O/S: Operating System

PdD: Product Director

PDR/CDR: Preliminary Design Review/Critical Design Review

PEO: Program Executive Office

PKI: Public Key Infrastructure

POA&M: Plan of Action and Milestone

POC: Point of Contact

QA: Quality Assurance

R&D: Research & Development

RMF: Risk Management Framework

SA: Situational Awareness

SoS: System of Systems

STEM: Science, Technology, Engineering and Mathematics

SW: Software

TF: Task Force
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